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1. INTRODUCTION 

1.1 The CTP group companies (the "CTP Group" or “we”) is committed to conduct business at all times in 
compliance with all applicable laws and regulations and all of the CTP Group's codes and policies. 
Therefore, it is important that the CTP Group is aware of all possible violations, especially those that 
violate applicable laws and legal regulations, including but not limited to applicable anti money-
laundering laws and regulations, (together the “Legislation") our Code of Conduct or other CTP Group's 
policies.  

 
1.2 Any reference made to the CTP Group further in this whistleblower policy (the “Policy”) shall include 

any CTP Group entity. 
 

1.3 This Policy is intended to encourage everyone, both within the CTP Group and outside to third parties, 
who are involved in a work-related context with the CTP Group or any of its member companies ("you") 
to report any suspected misconduct or irregularity. This Policy sets out what and how matters should 
be reported, the main principles of the procedure to be followed once a report has been made, and how 
persons reporting their concerns are protected and applies to both our employees and other 
Whistleblowers, e.g. employees of third parties and as further defined below. 
 

1.4 This Policy is prepared under the direct instruction of the board of the CTP Group (the "Board"). This 
Policy and other materials about reporting your concerns are published on the CTP Group's website 
and intranet.  

 
1.5 In the event of any conflict between this Policy and applicable Legislation, the provisions of the 

Legislation will take precedence. This Policy applies to all members of the CTP Group, but due to 
different local legal requirements, we have created annexes or separate local policies to address specific 
needs. Where there's a difference, the local annex or policy will take priority to ensure full compliance 
with national regulations.  

 

2. WHO CAN REPORT? 

2.1 Any individual, including external parties, who has acquired information on Breaches (as defined 
below in paragraph 3.1) in the work-related context1 may submit a report. This includes especially:  

• employees; 
• self-employed persons (individual contractors);  
• shareholders and members of CTP Group´s bodies, including non-executive members; 
• volunteers; 
• paid or unpaid trainees; 
• persons working under the supervision and direction of contractors, subcontractors and 

suppliers. 
 

 
1 ‘Work-related context’ means current or past work activities through which, irrespective of the nature of those activities, 
persons acquire information on Breaches and within which those persons could suffer retaliation if they reported such 
information.  
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all of the above including applicants for the aforementioned positions and individuals who held these 
positions in the past.  

 
An individual who makes a report via global or local whistleblowing channels or who publicly 
discloses2 information on Breaches acquired in the context of his or her work-related activities is 
called whistleblower (the "Whistleblower").  

 

3. WHICH CONCERNS ARE COVERED BY THIS POLICY? 

3.1 This Policy can be used to report information, including reasonable suspicions, about actual or 
potential breaches (the "Breaches"), which occurred or are very likely to occur in the CTP Group, and 
about attempts to conceal such Breaches.  

 
3.2 The Breaches mean acts or omissions that represent or may represent a violation or encouragement 

to violate human rights, the Legislation, rules, values, and principles established by the CTP Group's 
policies. 
 

3.3 For example, the following Breaches should be reported: 
• Fraud, bribery and corruption; 
• Violations of competition law; 
• Failure to comply with a legal obligation; 
• Incidents in protection of confidential information and insider trading; 
• Incidents in protecting the CTP Group's assets, data and information; 
• Inadequate financial or non-financial record keeping; 
• Conflicts of interests; 
• Health & Safety, Security and Environment issues; 
• Improper use of the CTP Group's resources; 
• Violations of our policies on gifts and hospitality; 
• Any kind of discrimination – due race, nationality or ethnicity, gender, education, age, religion, 

political preferences, sexual orientation, personal status or disability, any kind of harassment or 
abuse;  

• Breaches of the EU acts in the area of: public procurement; financial services, products and 
markets, and prevention of money laundering and terrorist financing; product safety and 
compliance; transport safety; protection of the environment; radiation protection and nuclear 
safety; food and feed safety, animal health and welfare; public health; consumer protection; 
protection of privacy and personal data, and security of network and information systems; 
Breaches affecting the financial interests of the EU; breaches relating to the internal market, 
including breaches of EU competition and state aid rules, as well as breaches relating to the 
internal market in relation to acts which breach the rules of corporate tax or to arrangements 
the purpose of which is to obtain a tax advantage that defeats the object or purpose of the 
applicable corporate tax law. 

 
2 ‘Public disclosure’ or ‘to publicly disclose’ means the making of information on Breaches available in the public domain. 
For more information see paragraph 8.2 to this Policy.   
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3.4 You are encouraged to raise any other concern by using this Policy if you feel this is appropriate, 

even if your concern is not listed above.  

4. WHO AND HOW SHOULD I REPORT TO?  

Reporting on the Local Level 
4.1 Every single entity of the CTP Group has established whistleblowing channels and appointed 

appropriate persons in accordance with EU and relevant local legislations to receive whistleblowing 
reports and follow-up on them (the “Designated Persons”).  
 

4.2 The whistleblowing channels enable reporting in writing or orally via hot line. Upon your request, the 
report can be made also by means of an in-person meeting with the Designated Person, which shall 
take place within a reasonable timeframe after the request is made.  

 
4.3 When reporting through the local whistleblowing channel, you have the following options: 

 
• Whistleblowing platform: more information is available on the intranet 

(https://intranet.ctp.eu/web/guest/whistleblowing) or website (https://ctp.eu/ctp-policies/how-
to-report-a-concern/). 

• Post mail: postal item to be sent to the address of the respective CTP Group entity, to the 
attention of the respective Designated Person (do not forget to include the name of the 
Designated Person on the envelope!) 

• Hot line: the phone number for the hotline for individual CTP Group entities is available on the 
intranet (https://intranet.ctp.eu/web/guest/whistleblowing) or website (https://ctp.eu/ctp-
policies/how-to-report-a-concern/). 

• In-person meeting: please, contact the Designated Person for your CTP Group entity.  
• E-mail to the Designated Persons: use the email address specifically designated for receiving 

whistleblowing reports, available on the intranet 
(https://intranet.ctp.eu/web/guest/whistleblowing) or website (https://ctp.eu/ctp-policies/how-
to-report-a-concern/). 
 

Reporting on the Global Level  

4.4 In addition to the local whistleblowing channels, a group-wide whistleblowing channel has been 
established at the CTP Group global level. You are free to choose which channel (whether local or 
global) to use based on your preference. You should bear in mind that the local channels are designed 
to ensure compliance with local laws. The global channel and the subsequent internal investigation 
process may not correspond to particular local legal requirements. You are encouraged to consider 
these factors when deciding the most appropriate channel for their reports. 

 
4.5 When reporting through the global whistleblowing channel, you have the following options: 

 
• Whistleblowing platform: more information is available on the intranet 

(https://intranet.ctp.eu/web/guest/whistleblowing) or website (https://ctp.eu/ctp-policies/how-
to-report-a-concern/).). 

https://intranet.ctp.eu/web/guest/whistleblowing
https://ctp.eu/ctp-policies/how-to-report-a-concern/
https://ctp.eu/ctp-policies/how-to-report-a-concern/
https://intranet.ctp.eu/web/guest/whistleblowing
https://ctp.eu/ctp-policies/how-to-report-a-concern/
https://ctp.eu/ctp-policies/how-to-report-a-concern/
https://intranet.ctp.eu/web/guest/whistleblowing
https://ctp.eu/ctp-policies/how-to-report-a-concern/
https://ctp.eu/ctp-policies/how-to-report-a-concern/
https://intranet.ctp.eu/web/guest/whistleblowing
https://ctp.eu/ctp-policies/how-to-report-a-concern/
https://ctp.eu/ctp-policies/how-to-report-a-concern/
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• E-mail address: whistleblowing@ctp.eu 
• Post mail: CTP Invest, spol. s r.o., Attn: Group AML & Compliance Officer, Národní 135/14, 110 

00 Prague, Czech Republic.  
• Hot line: (+420) 607 287 287. 
• In-person meeting: please, contact the Group AML & Compliance Officer (the contact details can 

be found on the intranet (https://intranet.ctp.eu/web/guest/whistleblowing) or website 
(https://ctp.eu/ctp-policies/how-to-report-a-concern/). 

 
Reporting Grievances – Global and Local Channels 
 

4.6 Instead of using our designated whistleblowing channels, you are free to choose to use grievance 
reporting channels both on local and global level for reporting certain matters. These channels are 
specifically designed for addressing grievances, i.e. discrimination, any form of harassment including 
sexual harassment and ESG concerns.  

 
4.7 The global grievance channel provides equal level of protection and operates on the same principles 

as a global whistleblowing channel. Local grievance channels provide similar protection and operate 
on the similar principles as local whistleblowing channels. The grievance channels are standalone 
reporting channels separate from the whistleblowing channels, which are regulated by law. The 
grievance channels are not operated by the Designated Persons and by design they do not have to 
meet such strict legal standards which are typical for whistleblowing. You are encouraged to 
consider these factors when deciding the most appropriate channel for your report. 

 
4.8 More information on grievance channels can be found on the intranet 

(https://intranet.ctp.eu/web/guest/grievance) or website (https://ctp.eu/ctp-policies/how-to-
report-a-concern/)..  
 

Sharing a Concern with Managers and Executive Committee Members  
 

4.9 If you are comfortable doing so, you are encouraged to first share your concern with your manager, 
if applicable (that is, if you are a person who has a manager within the CTP Group). If the suspicion 
relates to an Executive Director of the Board, you can share your suspicions directly with the Non-
Executive director of the Board, whose name and contact details are available on the CTP website.  

 
4.10 While you can report your concerns to the people listed above in paragraph 4.9, please remember 

that they are not the official Designated Persons for handling such reports and this Policy does not 
cover the procedures for when you share your concerns with them. 

 

5. WHAT SHOULD THE REPORT CONTAIN? 

5.1 When raising a concern in writing, you should consider the person reading it will not know anything 
about the issue. You should provide as much details as possible. The whistleblowing channel is 
anonymous, however providing name and contact details of the Whistleblower will help to get more 
details if necessary and improve the investigation.  

mailto:whistleblowing@ctp.eu
https://intranet.ctp.eu/web/guest/whistleblowing
https://ctp.eu/ctp-policies/how-to-report-a-concern/
https://intranet.ctp.eu/web/guest/grievance
https://ctp.eu/ctp-policies/how-to-report-a-concern/
https://ctp.eu/ctp-policies/how-to-report-a-concern/
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5.2 For a proper investigation of the suspected Breach, it is advisable that the report contains at least 

the following basic information: 
 
(i) details about the concern – background, history and reason; 
(ii) name(s) and surname(s) of the person(s) concerned3; 
(iii) name(s) and surname(s) of witness(es); 
(iv) date, time and place of the incident(s); 
(v) details of any evidence; 
(vi) affected funds or other assets; 
(vii) any supporting documentation available; 

(viii)  how often the incident has occurred. 

 

6. CAN I REMAIN ANONYMOUS? 

6.1 The CTP Group encourages an open culture and emphasizes the importance of raising any concerns 
openly to assess, investigate and gather additional information, if needed.  
 

6.2 If the Whistleblower raises concerns openly, the CTP Group will use all reasonable efforts to ensure 
the Whistleblower's identity will not be revealed without the Whistleblower's previous written 
consent (unless the CTP Group is required to comply with the Legislation) and treat the report 
confidentially according to the rules set in Article 9. However, if you do not wish to openly raise 
concerns, you can report anonymously by using both global and local whistleblowing and grievance 
channels.  

 
6.3 The Whistleblowers who reported or publicly disclosed information on Breaches anonymously, but 

who are subsequently identified, shall be protected under this Policy, provided that they meet the 
conditions laid down in Article 8 of this Policy.  

 

7. WHAT HAPPENS AFTER I REPORT A CONCERN? 

7.1 The CTP Group takes every report of suspicions of possible Breaches seriously. All reports delivered 
via designated global or local whistleblowing channels will be dealt with fairly, properly and without 
undue delay. 

 
7.2 If the Whistleblower has provided a secure and reliable means of communication4, he/she will be 

acknowledged of receipt of the report within 7 days from the date of its receipt. 
 

 
3 ‘Person concerned’ means a person s a natural or legal person who is referred to in the report or public disclosure as a person to 
whom the breach is attributed or with whom that person is associated. 
4The use of a generic e-mail account, to which more than one user may have access (for example, construction@ctp.eu) shall not be 
considered neither secure nor reliable. 

mailto:@ctp.eu
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7.3 The CTP Group is committed to provide the Whistleblower with a thorough follow-up. This means 
we will inform the Whistleblower about the actions we plan to take or have taken, and explain the 
reasons for those actions. 

 
7.4 However, the need for confidentiality and privacy and other legal obligations may prevent the CTP 

Group from being able to give the Whistleblower (specific) details regarding the investigation or 
actions taken. Any information shared with the Whistleblower about the investigation and action 
taken must be treated as confidential.  

 
7.5 The CTP Group will give feedback to the Whistleblower within a reasonable time, which will be no 

more than three months from when we acknowledged receiving the report. If we didn't send an 
acknowledgment, we will provide feedback within three months from the end of the seven-day period 
after the report was submitted. 

 
7.6 The CTP Group cannot guarantee the outcome expected or desired by the Whistleblower. However, 

the CTP Group is committed to deal with the Whistleblower's genuine concerns fairly and 
appropriately. 

 

8. WHO IS PROTECTED UNDER THIS POLICY? 

8.1 The Whistleblowers shall qualify for protection under this Policy provided that all of these conditions 
are met at the same time:  
(a) They reported in good faith. Whistleblowers will not be protected under this Policy if they did 

not have reasonable grounds to believe that the information reported was true at the time. 
However, you do not need to be certain that a Breach has taken place in order to speak up. 

(b) They had reasonable grounds to believe that the information on Breaches reported was relevant 
to this Policy.  

(c) They reported via designated channels (i.e., internally via global or local whistleblowing channels 
or global or local grievance channel or externally in accordance with Article 12 and respective 
annexes to this Policy) or made a public disclosure (see paragraph 8.2).  

 
Public disclosure  

8.2 You will be protected under this policy if you share information publicly and any of the following 
conditions are met: 
a) You reported the issue both internally and externally (or just externally), but no appropriate 

action was taken within: (i) three months from when we acknowledged receiving the report, or 
within three months from the end of the seven-day period after the report was submitted if no 
acknowledgment was sent (for internal reports) or (ii) within a reasonable time, not exceeding 
three months or up to six months in duly justified cases for external reports), or 

b) You have good reasons to believe that:  
• the issue poses an immediate or obvious danger to public interest (e.g. emergency or 

irreversible damage), or 
• in the case of external reporting, there is a risk of retaliation, or a low chance the issue 

will be effectively handled. This could be because evidence might be hidden or 
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destroyed, or because the authority involved is not trustworthy or is connected to the 
problem. 

 
This rule does not apply if someone directly shares information with the press according to 
national laws that protect freedom of speech and information. 

 

9. HOW MY IDENTITY WILL BE PROTECTED AND WILL THE REPORTS BE TREATED CONFIENTIALLY? 

9.1 The CTP Group will treat any report confidentially in order to allow for an adequate investigation of 
the report and to comply with the Legislation including privacy laws.  

 
Protection of the identity of the Whistleblower  

9.2 The identity of the Whistleblower will not be disclosed to anyone beyond the Designated Persons, 
without the explicit prior written consent of the Whistleblower. The Whistleblower is entitled to deny 
or withdraw his or her consent at any time and must be informed of this right prior to giving consent. 
This shall also apply to any other information from which the identity of the Whistleblower may be 
directly or indirectly deduced (e.g. work position, birth date etc.).  
 

9.3 There are exceptions to paragraph 9.2. The identity of the Whistleblower and other information 
mentioned in paragraph 9.2 may be shared if required by EU or national law for investigations or 
court cases. This can also happen to protect the rights of the person concerned. Whistleblowers will 
be notified in written before their identity is revealed, unless it would harm the investigation or court 
case. When notifying the Whistleblowers, they will receive a written explanation of why their 
confidential information is being shared. 

 
Other confidential information  

9.4 The other information received (without prejudice to the paragraphs 9.1, 9.2 and 9.3) will only be 
shared with others within or outside the CTP Group if and to the extent this is required to 
appropriately deal with the report and the issues raised in it and in accordance with the Legislation.  
 

9.5 The CTP Group will generally notify the person implicated in a report that concerns have been raised 
in relation to him or her unless it could jeopardize the proper follow-up or there were other justifiable 
reasons for it. The CTP Group will make this notification within a reasonable time and take into 
consideration the interests of the investigation. The CTP Group will take all reasonable measures to 
prevent the person implicated in a report from learning the identity of the Whistleblower.  

 
9.6 If it turns out the report was not made in good faith, the CTP Group is not bound by these 

confidentiality obligations, with the exception of applicable privacy laws. 
 

10. HOW WILL I BE PROTECTED AGAINST RETALIATION IF I REPORT A CONCERN?  

10.1 Retaliation is any direct or indirect action or failure to act in a work-related setting that happens 
because of internal or external reporting, or public disclosure as per this Policy. It results in or can 
result in unfair harm to the Whistleblower. 
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10.2 No Whistleblower who in good faith raises a concern involving matters covered by this Policy will 

suffer retaliation as a result of raising a concern. The CTP Group is committed to protect the 
Whistleblowers submitting disclosures in good faith against retaliation. All Whistleblowers will be 
treated with respect, dignity and confidentially. 

 
10.3 Retaliation within this Policy includes threats of retaliation and attempts of retaliation including in 

particular in the form of:  
• suspension, lay-off, dismissal or equivalent measures;  
• demotion or withholding of promotion;  
• transfer of duties, change of location of place of work, reduction in wages, change in working 

hours; (d) withholding of training;  
• a negative performance assessment or employment reference; 
• imposition or administering of any disciplinary measure, reprimand or other penalty, including 

a financial penalty;  
• coercion, intimidation, harassment or ostracism;  
• discrimination, disadvantageous or unfair treatment;  
• failure to convert a temporary employment contract into a permanent one, where the worker 

had legitimate expectations that he or she would be offered permanent employment;  
• failure to renew, or early termination of, a temporary employment contract;  
• harm, including to the person's reputation, particularly in social media, or financial loss, 

including loss of business and loss of income;  
• blacklisting on the basis of a sector or industry-wide informal or formal agreement, which 

may entail that the person will not, in the future, find employment in the sector or industry;  
• early termination or cancellation of a contract for goods or services; 
• cancellation of a licence or permit;  
• psychiatric or medical referrals. 

 
10.4 The measures for the protection of the Whistleblowers set out in this Article 10 shall also apply, 

where relevant, to:  
• Facilitators (meaning a natural person who assists a Whistleblower in the reporting process 

in a work-related context, and whose assistance should be confidential);  
• third persons who are connected with the Whistleblowers and who could suffer retaliation in 

a work-related context, such as colleagues or relatives of the whistleblowers; and 
• legal entities that the Whistleblowers own, work for or are otherwise connected with in a 

work-related context.  
 

11. CAN I ASK SOMEONE FOR ADVICE?  

11.1 Members of our staff are free to choose to consult their manager about suspicions of a possible 
Breach. If you will not find an answer, or prefer to or simply cannot consult your manager (for 
example if the suspicion relates to him or her), you can consult the Group AML Compliance Officer. 
The contact details of the Group AML Compliance Officer can be found on the intranet. Please, bear 
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in mind that sharing your concern in this manner is not considered whistleblowing under this Policy, 
unless one of these individuals is also a Designated Person.  

 

12. CAN I REPORT CONCERNS OUTSIDE THE CTP GROUP?  

12.1 You are encouraged to report your concerns internally. As the CTP Group operates in several 
jurisdictions, different rules may apply concerning circumstances under which certain specific 
suspicions can be reported outside the CTP Group. We refer to Annexes to this Policy pertaining to 
individual CTP Group entities for more information. 

 

13. PROCESSING OF PERSONAL DATA  

13.1 Any processing of personal data carried out pursuant to this Policy, including the exchange or 
transmission of personal data by the competent authorities, shall be carried out in accordance with 
Regulation (EU) 2016/679 and Directive (EU) 2016/680.  
 

13.2 Personal data which are manifestly not relevant for the handling of a specific report shall not be 
collected or, if accidentally collected, shall be deleted without undue delay. 
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Annex Poland 
 
 
 
 
Separate Policy follows. 
 

  


































